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DEKRA 
Testing and Certification S.A.U. 

 

Certificate of Conformity 
within the scope of Regulation (UE) No 910/2014, on electronic identification and trust 

services for electronic transactions in the internal market and repealing Directive 1999/93/EC 

(eIDAS Regulation) 

 
Dekra Testing and Certification S.A.U., accredited conformity assessment body ISO/IEC 

17065 and ETSI EN 319 403-1 of trust service providers, certifies the trust service 

provider 

Entrust Datacard Europe S.L. 

with registered office at 
Entrust Datacard Europe, S.L. 

P.E. La Finca. Paseo del Club Deportivo, 1 

Bloque 3 BJ 

28223 Pozuelo de Alarcón, Madrid (España) 

complies with all relevant requirements of eIDAS Regulation for the following 

qualified trust services: 

Provision of qualified certificates for website authentication 

Policy OID: 2.16.840.1.114028.10.1.12.4 

Provision of qualified certificates for website authentication (PSD2 Variant) 

Policy OID: 2.16.840.1.114028.10.1.12.6 

Provision of qualified certificates for electronic signatures 

Policy OID: 2.16.840.1.114028.10.1.12.0 

Provision of qualified certificates for electronic seals 

Policy OID: 2.16.840.1.114028.10.1.12.1 

Provision of qualified certificates for electronic seals (PSD2 Variant) 

Policy OID: 2.16.840.1.114028.10.1.12.5 
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conformant to the following technical standards: 

EN 319 401 v2.2.1: Electronic Signatures and Infrastructures (ESI); Policy requirements trusted 

service providers 

EN 319 411-1 v1.2.2: Electronic signatures and infrastructures (ESI) - Policy and safety 

requirements applicable to trust service providers issuing certificates - Part 1: General 

requirements 

EN 319 411-2 v2.2.2: Electronic signatures and infrastructures (ESI) - Policy and safety 

requirements applicable to trust service providers issuing qualified certificates - Part 2 

EN 119 412-1 v1.4.2: Electronic signatures and infrastructures (ESI) - Certificate Profiles - Part 1 

EN 319 412-2 v2.2.1: Electronic signatures and infrastructures (ESI) - Certificate Profiles - Part 2: 

Certificate profile for certificates issued to natural persons 

EN 319 412-3 v1.2.1: Electronic signatures and infrastructures (ESI) - Certificate Profiles - Part 3: 

Certificate profile for certificates issued to legal persons 

EN 319 412-4 v1.1.1: Electronic signatures and infrastructures (ESI) - Certificate Profiles - Part 4 

EN 319 412-5 v2.3.1: Electronic signatures and infrastructures (ESI) - Certificate Profiles - Part 5 

TS 119 495 v1.4.1: Electronic Signatures and Infrastructures (ESI) - Sector Specific Requirements 

under the payment services Directive (EU) 2015/2366 

Date of issuance 26/03/2021 

This conformity certificate expires two years after issuance, or immediately in case of changes in 

the conditions on which the certificate compliance is based. 

 

 

Signed: 

 

 

 

Miguel Bañón, President of the Certification Committee 

Dekra Testing and Certification S.A.U. 

Avenida de los Pirineos, 7 

Nave 9A, 28703, San Sebastián de los Reyes (Madrid) 
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